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Today’s Agenda
• The Growing Importance of ERM

• The Role of a CRO/Risk Manager

• The Evolving Expectations

• Structure of Program

• Roadblocks and Solutions to Advancing the Program

• Tips and Tools

• Discussion



Growing Importance of 
ERM
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Organizational Silos

• Traditional use of departmental lines to segregate duties and 
enhance overall control has allowed organizations to build 
expertise, define roles more clearly and aid in 
recruitment/development

• While this works well for business as usual efforts, this structure has 
shown its limitations when tackling recent challenges

• Traditional departmental lines contribute to limited horizontal 
knowledge, a lack of an enterprise-wide awareness of systems and 
processes and a gap in risk management disciplines
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Organizational Alignment

• Board of directors is responsible for setting vision and direction, as 
well as risk oversight of the credit union’s activities

• Management establishes strategy, business plan and risk appetite

• The board approves the risk appetite and authorizes management 
to establish risk policies and limits

• Alignment is key and often the reason for failed execution
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Organizational Performance

18

ERM Component Oversight Activities

Governance & 
Culture

• Assess appropriateness of strategy, alignment to mission/vision and risk inherent in that strategy
• Define board governance role and structure
• Oversee evaluations of culture and ensure gaps are remediated
• Promote risk-aware mindset that aligns the maturity of the entity with its culture

Strategy and 
Objective Setting

• Set expectations for integrating ERM into the strategic management processes (planning,  capital allocation, etc.)
• Discuss and understand risk appetite
• Understand changes that may impact strategy and linkages to new, emerging or manifesting risks

Performance • Review strategy and assumptions against portfolio view of risk
• Set expectations for risk reporting
• Understand how management identifies and communicates most severe risks and impact of such risks

Review & Revision • Ask management about risk manifesting in actual performance
• Ask management about ERM process and challenges management to demonstrate suitability of such

Information, 
Communication & 
Reporting

• Identify information, data and formats required to satisfy board oversight role
• Access internal and external information and insights conducive to effective risk oversight
• Obtain data from internal / external audit and other parties regarding management perceptions and assumptions
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Driving Real $ Value

• $1.3M redundant risk and 
compliance expenses          
(per $1B)

• $2.4M Opportunity Cost    
(per $1B)



Risk Pressures from Covid-19 Crisis
• Revised compliance standards, procedures and policies
• HR issues
• Info and cyber security
• BCP and crisis management
• Third-party management
• Liquidity
• Lending pressures
• Capital adequacy
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Drive Real Results

1. Peace of mind
2. Efficiencies and cost savings
3. Performance and growth



Benefit to Organization of a CRO

• Better able to understand relationships between risks across business units
• Enable organizations to improve risk/reward decisions
• Increased ability to enforce risk-related accountability to business owners 
• Improved risk culture across the organization
• More capable of taking increased level of risk due to better risk management 

practices
• Reduction in surprises!
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Role of a 
CRO/Risk Manager
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Chief Risk Officer (Basel Committee on Banking Supervision)

• … should have an independent senior executive with distinct responsibility for the risk 
management function and the institution’s comprehensive risk management 
framework across the entire organization. This executive is commonly referred to as 
the chief risk officer (CRO)… Whatever the title, at least in large banks, the role of the 
CRO should be distinct from other executive functions and business line responsibilities, 
and there generally should be no “dual hatting” (ie the chief operating officer, CFO or 
other senior management should not also serve as the CRO).

• …the independence of the CRO is paramount. While the CRO may report to the CEO or 
other senior management, the CRO should also report and have direct access to the 
board and its risk committee without impediment. 

• CRO should have sufficient stature, authority and seniority within the organization. This 
will typically be reflected in the ability of the CRO to influence decisions that affect the 
bank’s exposure to risk. 
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Risk Management Expectations
• Influence and facilitate evolution of ERM program
• Guide organization’s response to regulatory 

requirements
• Inform board (leadership) of significant risk issues
• Able to sustain continuity of business (BCP/DR)
• Present integrated picture of risk across organization
• Identify and monitor emerging risk
• Effectively run Risk Management Committee
• Extend risk principles into business strategy
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Required Skills of CRO

• Strong business acumen and broad-based 
business skills

• Risk and project management skills
• Analytical capabilites
• Ability to grasp strategy, governance, 

compliance, performance and other systems 
and processes

• Understanding of correlations and 
interdependencies across business risks and 
risk types
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Evolving Expectations
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•Creates and maintains a pragmatic, 
business-focused framework (value 
add)

•Considers internal and external 
factors; able to continually improve; 
adapt and evolve

•Creates a risk function that can 
effectively partner with the business, 
enabling it to take ownership of risk 
with the risk function providing 
guidance

•Responsible for establishing and pushing 
risk culture across organization

•Understands the present status of risk 
culture and drive a winning strategy to a 
mature culture that is appropriate for the 
business

•Create an open culture where curiosity 
and ongoing learning is expected

•Creates vision and purpose for the risk 
function; inspires excellence across the 
organization to create credibility and 
add value

•Creates and drives an enterprise-wide 
risk function that balances framework, 
policy and process with forward-
thinking capability

•Constantly considers future challenges 
and looks for ways to “future proof” 
the risk function

•Helps board set and monitor risk appetite 
in line with business model and acts as 
wise counsel and effective challenge to 
CEO, board and business as a whole

•Aligns business with balanced risk/reward 
approach for effective business decisions

Tomorrow’s Risk Leader

Adapted from Korn Ferry 2015

Strategic 
Partnership

Executive 
Leadership

Organizational 
CapabilityCulture
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Evolving Priorities
• Alignment or oversight of risk, compliance, BCP and audit
• Quantification
• Extend risk principles into business strategy
• Governance - Credible challenge at Board level
• Crisis management
• Able to sustain continuity of business (BCP/DR)
• Risk appetite
• Inclusion of ALCO and info-security/cyber-security
• Stress testing and scenario analysis
• Capital adequacy
• Centralized management of operational and compliance risk assessments
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Structure of Program
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ERM 

Functional 
Area Risk 

Assessments
Process /Product/ 

Project Risk 
Assessments

Regulatory Risk Assessments

Policy Management



Functional Responsibilities
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Reporting 
Structures

• Who does the CRO report to?
o It doesn’t really matter so long as 

they have access to…

o CROs are more often direct 
reports to the BOD – 52% of 
institutions in 2016, up from 32% 
in 2002 (Source: Global Risk 
Management Survey – 2018)

o 77% of institutions report the CRO 
is member of the executive 
management committee, an 
increase from 58% in 2010 
(Source: Global Risk Management 
Survey – 2018)
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Roadblocks and Solutions
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Program Challenges

• Tone from the top
• Direct access to the CEO and board
• Organizational view of CRO as enabler vs compliance-heavy department 

of NO
• Inclusion (committees, meetings, product development)
• Risk ownership at business level
• Sufficiency of resources to execute
• Access to information (financial, compliance, audit/exam, strategic, etc.)
• Stuck in the detail
• Managing risks posed by ‘outsiders’ (i.e., partners, vendors, merged 

entities, etc)
24



Lessons from current CROs
• What has the role of CRO done for you?

o Empowered  to leverage broad-based skills for organizational good; propelled to executive level; 
provided a platform to help drive change; allowed  to be included in lineage for CEO succession

• What has most contributed to your success as CRO?
o Onboarded at the same time ERM was being implemented; Board buy-in and CEO confidence; 

curiosity and willingness to ask lots of questions

• How have you been able to drive change through your role as CRO?
o Show value of risk/return decision making; encourage folks to take more risks after assessing residual 

risk; understands business model and constantly strives to drive decisions parallel to that

• What would you recommend to a person aspiring to the position of CRO?
o Ask lots of questions; avoid being viewed as “Department of NO”; engage with business areas –

understand key goals and challenges, key vendors and be able to offer advice (without overstepping); 
ensure you have a goal of win-win (folks can see through self interests)

25



Tips and Tools
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Resources

• NC State ERM Initiative: https://erm.ncsu.edu/

• COSO: https://www.coso.org/Pages/erm-integratedframework.aspx

• ISO 31000: https://www.iso.org/iso-31000-risk-management.html

• RIMS: Strategic and Enterprise Risk Center: 
https://www.rims.org/resources/ERM/Pages/default.aspx

• Institute of Risk Management: https://www.theirm.org/knowledge-and-
resources.aspx

• CUNA ERM Certification School: https://www.cuna.org/ermcs/
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Assessing Your 
ERM Program

Description: Risk activities are ad hoc with no organizational risk objectives or tolerances defined.

• Limited risk experience
• Risk responses are reactionary
• No central risk function 
• No risk policy
• Success is based on individual employee responses to risks

Description:
Risk functions are handled disparately across the organization by individual business units. Risk 
factors are limited to business continuity, information security, financial losses, and compliance 
within business silos.
• Risk expertise is limited predominately to BCP, ALM, Information Security and Compliance
• Risk communications are shared only within individual areas
• Risk management is reactionary
• Risk management responses are procedural in nature
• Limited risk responses testing

• Risk function has been established
• Organizational understanding of risk management
• Criteria for measuring likelihood and impact are established
• Risk tolerances have been established for significant risks
• Comprehensive collection and communication of organizational risks
• Ongoing risk priority plans are developed and managed
• Risks are internal in nature with limited predictability 
• Risks are measured in qualitative terms
• Annual assessment of risk environment is performed
• Risk management process, methods and controls are tested

Description:
Risk management practices are tightly integrated with strategic and business decision making. 
Risks are aggregated by risk type.
• Part of strategic planning framework
• Integration with traditional risk management activities
• Balanced qualitative and quantitative risk measures
• Risk tolerance is formulated and managed as part of the organization's goals
• Strong risk management culture organizationally
• Strong board and staff understanding
• Risk measures are calculated and aggregated across the organization 
• Risk profile is communicated organizationally
• Methodology for evaluating inherent and residual risk is present
• Risk program is forward looking
• Predictive indicators and organizational influencers have been established
• Continuous assessment methodology has been established

Description:
Risk management is utilized for predictive modeling and value creation through opportunity 
exploitation. Risks are well defined and quantitative, and risk management is institutionalized.
• ERM value is quantified and measured in both strategic benefits and bottom-line dollars
• Risk management expertise and organizational linkage has been institutionalized
• Strong risk management benchmarking and best practices have been established
• Integrated risk management application has been implemented
• Capital allocation models have been developed and installed to maximize risk-adjusted 
returns

Key Elements:

Enterprise Risk Management 
Maturity Model

Description:
Risk is evaluated organization-wide and the organization attempts to assess all types of risks. 
The organization has limited integration of risk management with strategic and business 
decision making. Risk evaluation may be limited to qualitative measures.

Key Elements:

Integrated

Key Elements:

Optimized

Limited

Key Elements:

Fragmented

Key Elements:

Comprehensive
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Assessing Your ERM Program
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Discussion
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Other Ideas and 
Discussion

• What did I miss?
• What questions do you have?
• Other areas to explore as a group?
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Tips and Tools Packet
Provided by

33



Resources

• NC State ERM Initiative: https://erm.ncsu.edu/

• COSO: https://www.coso.org/Pages/erm-integratedframework.aspx

• ISO 31000: https://www.iso.org/iso-31000-risk-management.html

• RIMS: Strategic and Enterprise Risk Center: 
https://www.rims.org/resources/ERM/Pages/default.aspx

• Institute of Risk Management: https://www.theirm.org/knowledge-and-
resources.aspx

• CUNA ERM Certification School: https://www.cuna.org/ermcs/
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COSO

• COSO – Committee of Sponsoring Organizations of the 
Treadway Commission

• Integrated Framework for Enterprise Risk Management was 
released in 2004, and has continued to release supplementary 
materials for the Integrated Framework since that time (its 
latest as of June 2017)

• COSO ERM Framework Update and Executive Summary: 
https://www.coso.org
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COSO Framework

36

• Since the original COSO for ERM was released, complexity of risks 
have changed, new risks have emerged and both boards and 
executives have enhanced their oversight of ERM and are 
demanding enhanced risk reporting

• The update: 
• addresses evolution of ERM and the need for organizations to enhance their 

risk management processes to meet the evolving business environment; 
and 

• attempts to provide greater clarity into the links between strategy, risk and 
performance



COSO Framework
Enterprise Risk Management is “… the culture, capabilities, and 

practices that organizations integrate with strategy-setting and apply 
when they carry out that strategy, with a purpose of managing risk in 
creating, preserving, and realizing value.”

Source:  COSO Enterprise Risk Management – Integrating with Strategy and Performance 
Executive Summary, © 2017 Committee of Sponsoring Organizations of the Treadway 
Commission (COSO). All rights reserved. Used with permission.
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COSO Components

Source:  COSO Enterprise Risk Management – Integrating with Strategy and Performance 
Executive Summary, © 2017 Committee of Sponsoring Organizations of the Treadway 
Commission (COSO). All rights reserved. Used with permission.
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ISO: 31000  Principles, Framework and Process

Source: https://www.iso.org/obp/ui/#iso:std:iso:31000:ed-2:v1:en:fig:1
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Job Description
  

 
 ENTERPRISE RISK MANAGEMENT VICE PRESIDENT 
 
 
LOCATION:  Corporate   DIVISION:   Finance 
    
FUNCTION DESCRIPTION: 
 
Incumbent will be responsible for directing the development, implementation and execution of the 
credit union’s enterprise risk management program.  The ERM Director’s responsibility will be to 
integrate risk management into the business strategy of the organization.  This position ensures the 
organization’s risk profile is in alignment with its risk appetite, and will be responsible for working 
with the leadership team to understand a cohesive view of organizational risks and opportunities.   
 
ORGANIZATIONAL RELATIONSHIPS: 
 
Reports to: Chief Financial Officer 
 
Supervises: Compliance Officer, Risk Manager 
 
Contacts: Board of Directors, senior management and executives, branches/departments and 

internal staff, auditors and examiners and vendors 
 40



Job Description
QUALIFICATIONS/REQUIREMENTS: 
 
Education: Bachelor's degree in Business/Finance or related field, advanced degree preferred 

 CPA, CA (Chartered Accountant), CIA (Certified Internal Auditor) or equivalent is 
 preferred 
 Professional risk certification preferred 

  
Experience: 8+ years experience in risk, internal/external auditing, or in consulting with leading  
  professional services firms  

 Regulatory/compliance experience preferred 
 Enterprise risk management experience preferred 

 
Skills:   Strong business background with the ability to identify risk in all areas of the credit  
  union 

 Ability to facilitate risk discussions with senior management 
Ability to support and encourage risk management efforts among executives, 
managers and staff 

 Strong leadership skills 
 Experience with project problem diagnosis, solution development, facilitation of 
 decision making and documentation 
 Strong analytic and organization skills 
 Ability to work autonomously and as part of a team 
 Broad understanding of various risks including compliance, interest  rate, credit, 

liquidity, transaction, strategic and reputation risks 
 Excellent verbal and written communication and interpersonal skills 

Demonstrated persistence and willingness to question and challenge status quo (take 
calculated risks) 
Ability to translate strategies and goals into operational objectives 41



Job Description
 Deep experience in working with Microsoft Excel, Word and PowerPoint  

 
Equipment: Computer keyboard and visual monitor, calculator, copier     
 
ESSENTIAL FUNCTIONS: 
 

1. Build trust and respect with executives, business managers and personnel 
2. Demonstrate the credit union’s member service philosophy in all interactions with key 

contacts and personnel in other departments. 
3. Implement, execute and oversee the credit union’s enterprise risk management program, 

ensuring a sustainable process of identifying, assessing and managing all organizational 
risks that might affect the achievement of strategic initiatives and goals. 

4. Apply sound knowledge of risk management principles to research, analyze, and in 
collaboration with functional partners, recommend sustainable improvements to 
processes, products and systems while ensuring cohesion with organizational strategy. 

5. Identify, evaluate and escalate issues that conflict with organization’s risk appetite or 
tolerances and develops key risk indicators (KRIs) and key performance indicators (KPIs) 
to ensure timely monitoring. 

6. Ensure risk and compliance information from a wide variety of sources is effectively 
aggregated, analyzed, and communicated to management to provide valuable insight and 
facilitate strategic decision-making. 

7. Work with senior management to develop and implement Board approved strategies 
and policies, and provide leadership in executing those strategies. 

8. Advise on tools, technology solutions, and communications to establish enterprise risk 
management as part of the credit union’s culture. 

9. Coordinate and work closely with other organization functions like disaster recovery, 
ALM, vendor management, etc. 

10. Be responsible for staff development including routine coaching, monthly dialogs, 
employee performance reviews, recommendations for salary adjustments, initiating 
disciplinary action in accordance with established procedures, and hiring/termination. 

11. Oversee Business Continuity Planning, Vendor Management, Security and Compliance 
functions.  42



Job Description
Management retains the discretion to add to or change the duties of the position at any time. 
 
WORKING CONDITIONS: 
 

• Travel is required 
• Office environment 
• Mobility throughout the corporate offices and to the branches 
• The credit union requires all employees who drive personal or company vehicles in the 

routine performance of their jobs to have valid driver’s licenses.  They also must provide 
proof of valid insurance. 
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Assessing Your 
ERM Program

Description: Risk activities are ad hoc with no organizational risk objectives or tolerances defined.

• Limited risk experience
• Risk responses are reactionary
• No central risk function 
• No risk policy
• Success is based on individual employee responses to risks

Description:
Risk functions are handled disparately across the organization by individual business units. Risk 
factors are limited to business continuity, information security, financial losses, and compliance 
within business silos.
• Risk expertise is limited predominately to BCP, ALM, Information Security and Compliance
• Risk communications are shared only within individual areas
• Risk management is reactionary
• Risk management responses are procedural in nature
• Limited risk responses testing

• Risk function has been established
• Organizational understanding of risk management
• Criteria for measuring likelihood and impact are established
• Risk tolerances have been established for significant risks
• Comprehensive collection and communication of organizational risks
• Ongoing risk priority plans are developed and managed
• Risks are internal in nature with limited predictability 
• Risks are measured in qualitative terms
• Annual assessment of risk environment is performed
• Risk management process, methods and controls are tested

Description:
Risk management practices are tightly integrated with strategic and business decision making. 
Risks are aggregated by risk type.
• Part of strategic planning framework
• Integration with traditional risk management activities
• Balanced qualitative and quantitative risk measures
• Risk tolerance is formulated and managed as part of the organization's goals
• Strong risk management culture organizationally
• Strong board and staff understanding
• Risk measures are calculated and aggregated across the organization 
• Risk profile is communicated organizationally
• Methodology for evaluating inherent and residual risk is present
• Risk program is forward looking
• Predictive indicators and organizational influencers have been established
• Continuous assessment methodology has been established

Description:
Risk management is utilized for predictive modeling and value creation through opportunity 
exploitation. Risks are well defined and quantitative, and risk management is institutionalized.
• ERM value is quantified and measured in both strategic benefits and bottom-line dollars
• Risk management expertise and organizational linkage has been institutionalized
• Strong risk management benchmarking and best practices have been established
• Integrated risk management application has been implemented
• Capital allocation models have been developed and installed to maximize risk-adjusted 
returns

Key Elements:

Enterprise Risk Management 
Maturity Model

Description:
Risk is evaluated organization-wide and the organization attempts to assess all types of risks. 
The organization has limited integration of risk management with strategic and business 
decision making. Risk evaluation may be limited to qualitative measures.

Key Elements:

Integrated

Key Elements:

Optimized

Limited

Key Elements:

Fragmented

Key Elements:

Comprehensive
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Assessing Your ERM Program
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Managing Risk
(apogee iQ system)

46



47

Managing Risk
(apogee iQ system)
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Global BCP Scenario Examples
Short Risk Description

(75 characters max) Complete Risk Description

Quantitative 
Likelihood

(0% to 100%)
Storm disrupts power and 
communications for three days

A hurricane might knock out local communications and power, prevent 
most staff from reaching work areas for three days, and cause a 
systems outage (prior to responses).

10%

Loss of WAN data links between 
locations

The HQ WAN links might fail or be severed, putting all areas of CU off 
line for four days. The locations would not be able to electronically post 
member and shared branching transactions.

30%

Work force unavailable (e.g., 
pandemic)

A pandemic might cause 60% of staff to miss two weeks of work.  
Assume IT systems function normally.

10%

Four-month loss of HQ facility A disaster might render the HQ facility unusable for four months and 
cause a systems outage (prior to responses).

1%

One-day outage of core system CU could experience a one-day outage of the core system, and thus 
lose its ability to efficiently service members.

5%

Two-day HQ evacuation An event might force a two-day evacuation of the HQ facility and cause 
a systems outage (prior to responses).

10%

Loss of key data system As the result of intrusion or viral corruption, CU might experience the 
loss of a key system for one entire day.  Assume that all other IT 
systems function as normal.

25%

Snow storm / inclement weather A weather-related event could occur that prevents most staff from 
reaching work for one day. In evaluating the impact on your area, 
assume that all IT systems function as normal so employees are able 
to access Web-based systems from laptop computers remotely. 

70%
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Global Economic Scenario Examples
Short Risk Description

(75 characters max) Complete Risk Description

Quantitative 
Likelihood

(0% to 100%)
Rising rate environment Economic growth might increase interest rates by 200 BP over the next year.  Borrowing 

and deposit rates could increase, while deposit levels, home prices, auto prices and 
unemployment remain steady.

20%

Declining liquidity situation Economic growth might increase interest rates by 200 BP over the coming year while 
deposit rates increase half as much. Assume deposit levels decrease by 5%, auto prices 
increase by 10%, and home prices and unemployment remain steady.

10%

Double dip recession We could experience a "double-dip recession," where long-term asset and liability rates 
decrease by 100 BP.  Assume home prices drop 10%, unemployment increases by 2 
percetage points, and deposits increase by 5% as members make a "flight to safety."

30%

Adverse economic quarter The economy might experience considerable negative movements in economic factors 
over the course of three months.

<2.5%

Adverse economic year The economy could experience considerable negative movements in economic factors 
over one year.

<2.5%

Adverse economic event The economy might experience the same negative movements in economic factors that 
occurred from June 30 to December 31, 2008.

<2.5%

Shock up 100 BP scenario Interest rates might increase by 100 basis points in one month, decreasing asset values 
but increasing the rates at which the credit union can extend loans.

19%

Ramp up 300 BP scenario Interest rates might gradually increase by 300 basis points in one year, decreasing asset 
values but increasing the rates at which the credit union can extend loans.

17%

Shock up 200 BP scenario Interest rates might increase by 200 basis points in one month, decreasing asset values 
but increasing the rates at which the credit union can extend loans.

6%
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Report 
Example
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Report 
Example 

Continued
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Report 
Example 

Continued
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Report 
Example 

Continued
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Report 
Example 

Continued
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Report 
Example 

Continued
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Risk Centric Strategic Planning Exercise
Risk Scenario
(75 characters max)

Impact
(1=Insig, 

10=Catastrophic)

Likelihood
(1=Very Rare, 
10=Certain)

Velocity
(1=Extremely Slow, 

10=Already a 
Threat)

Severity of 
Scenario

(Imp x Liklhd x Vel)

Comments on Today's Readiness of 
Strategies to Address Scenario

Composite 
Strategic 

Readiness

Readiness-
Adjusted 
Severity

Readiness-
Adjusted 

Severity Rank

Example:
Severe economic recession 8 - Severe 8 - Very Likely 10 - Already a 

Threat
                           640 We are continually finding innovative ways to 

generate income for the credit union, primarily 
through loan growth, but also through the 

appropriate implementation of fees.  We solicit ideas 
from staff for ways to enhance revenue, and several 

managers also belong to idea-exchanging forums.

3 - Very 
Prepared

                   160 1 

Results from Risk Centric Planning Exercise:

Risk and Strategy
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Qualitative Factors for Risk Centric Strategic Planning
What is the potential magnitude of the risk scenario?

Impact 
Rating

Description From To

10 Catastrophic - Loss of an entire year or more of earnings.
9 Severe/Catastrophic - Between severe and catastrophic.
8 Severe - Loss of a half-year of earnings.
7 Major/Severe - Between major and severe in impact.
6 Major - Loss of two months of earnings.
5 Moderate/Major - Between moderate and major in impact.
4 Moderate - A serious loss but one that is often incurred.
3 Minor/Moderate - Between minor and moderate in impact.
2 Minor - Such losses are incurred each year in normal operations.
1 Insignificant - This exposure has a relatively small impact.

How likely is the scenario to develop over the next ten years?

Likelihood 
Rating Description From To

10 Certain 90% 100%
9 Almost Certain 80% 90%
8 Very Likely 70% 80%
7 Likely 60% 70%
6 Somewhat Likely 50% 60%
5 Possible 40% 50%
4 Somewhat Possible 30% 40%
3 Unlikely 20% 30%
2 Rare 10% 20%
1 Very Rare 0% 10%

How quickly do you believe the scenario will develop over the next ten years?
Response 
Velocity 
Rating Description From To

10 Already a Threat 90% 100%
9 Extremely Fast 80% 90%
8 Very Fast 70% 80%
7 Fast 60% 70%
6 Fairly Fast 50% 60%
5 Moderately Fast 40% 50%
4 Somewhat Slow 30% 40%
3 Slow 20% 30%
2 Very Slow 10% 20%
1 Extremely Slow 0% 10%

How well prepared are the credit union's current strategies and capabilities to address a particular risk?
Strategic 

Readiness 
Rating Description From To

10 Not Prepared 0% 10%
9 Barely Prepared 10% 20%
8 Slightly Prepared 20% 30%
7 Somewhat Prepared 30% 40%
6 Almost Well Prepared 40% 50%
5 Well Prepared 50% 60%
4 Almost Very Prepared 60% 70%
3 Very Prepared 70% 80%
2 Almost Completely Prepared 80% 90%
1 Completely Prepared 90% 100%

Risk and Strategy
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Risk Appetite Example
The credit union has low appetite overall for compliance risk. It will avoid
aggressive regulatory strategies and interpretations to minimize regulatory
criticism. It will carefully comply with laws and regulations to protect itself
from fines, penalties, and lawsuits. It will maintain its regulatory ratings
even if doing so means it might not be able to offer certain products to
members. It will avoid exposing the credit union to lawsuits and costs from
facilities, vehicle, and employee safety issues.

Consistent Inconsistent

• Take easily defensible approaches in 
responding to regulations and accounting 
requirements

• Go to great lengths to avoid fines and penalties
• Strive to prevent any declines in the CAMEL 

rating

• Operate in many “grey areas” of regulatory and 
accounting interpretations

• Aggressively defend only marginally beneficial 
positions

• Knowingly violate regulations
• Assume an adversarial stance with regulators
• Experience repeat DORs
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Risk Appetite Example
• Consider exploring the reasons for the differences
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Risk Appetite Example

• Consider including current risk level questions in the survey
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Economic Capital
• The apogee iQ system performs simulation 

calculations of economic capital
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Risk-Adjusted Capital Adequacy

Compare capital 
remaining after a 
severe event to a 

minimum level

Adjust the loss 
percentile and 
minimum net 
worth level to 

consider your risk 
appetite

Economic Capital
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