
Polling Question
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On a scale of 1 to 5, how much efficiency 
improvement do you expect AI to bring to 
key operational processes within your 
financial institution over the next 2 years?

1) No significant improvement expected

2) Minor improvements in select areas

3) Moderate enhancements across several processes

4) Substantial efficiency gains in multiple operations

5) Transformational improvements across the board



2P a g e

AI Powered Audit and Risk:
Efficiency, Risks, and Precautions

Brody Ledbetter| CPA, CISA, CRCM
Senior Manager

704.201.3932
Brody.Ledbetter@elliottdavis.com



3

Disclaimer
This material was used by Elliott Davis during an oral presentation; it is not a complete record of the discussion. 
This presentation is for informational purposes and does not contain or convey specific advice. It should not be 
used or relied upon regarding any situation or circumstances without first consulting the appropriate advisor. No 
part of the presentation may be circulated, quoted, or reproduced for distribution without prior written approval 
from Elliott Davis.



Understanding AI

4

AI in Financial Services AI’s impact on the industry



EVOLUTION OF AUDITS
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Key AI Technologies in Financial Services

Data Inputs Data insights



Advantages of AI in Audits
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EXAMPLES OF AI IN AUDITS
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AI for Risk Management Teams
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Challenges with AI
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Ethical Concerns

Data Security Risks

Lack of Human Control

Transparency Issues

Integration Challenges



Polling Question
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How do you perceive the level of risk 
associated with adopting AI technologies in 
your financial institution?

1) Low Risk: AI adoption is seen as low-risk, with manageable challenges.

2) Moderate Risk: There are concerns about risks, but they are navigable with 

careful planning and monitoring.

3) High Risk: Significant concerns exist about the potential risks and challenges 

associated with AI adoption.

4) Uncertain: Unsure about the level of risk AI adoption poses to the institution



PITFALLS AND AVOIDANCE STRATEGIES
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Precautions to Consider
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Future Trends
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Image generated by OpenAI DALL·E 3



Let's Test This Out
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Question for AI: If it is our Credit Union policy to scan IDs and retain 
during CIP, can we do that if it’s a Military ID?



Let's Test This Out, continued
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Let's Test This Out, continued
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Let's Test This Out, continued
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Live Demo
(if the Wi-Fi  works ;))



Regulatory Perspectives

20
Image generated by OpenAI DALL·E 3



Polling Question
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Which precautionary measures do you 
believe are most crucial for successful AI 
implementation in financial institutions?

1) Strict regulatory compliance and oversight

2) Robust data privacy and security protocols

3) Continuous monitoring and auditing of AI systems

4) Comprehensive staff training and upskilling programs



Questions?
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